
Cloud App security



To deploy Cloud App Security, you must 
follow these steps to set up and get started 
investigating your applications:  
• Step 1 - Set up Cloud Discovery
• Step 2 - Set instant visibility, protection, 

and governance actions for your apps
• Step 3 - Control cloud apps with policies
• Step 4 - Personalize your experience  
• Step 5 - Organize the data according to 

your needs







The following steps allow you to configure Cloud Discovery 
logs: 1. In the Cloud App Security dashboard 
https://portal.cloudappsecurity.com, from the settings cog, 
select Settings. 2. Choose Automatic log upload. 3. On the Data 
sources tab, add your sources. 4. On the Log collectors tab, 
configure the log collector
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Step 2 - Set instant visibility, protection, and governance 
actions for your apps After you connect an app, you can 
gain deeper visibility by investigating activities, files, and 
accounts for the apps in your cloud environment. You 
must perform the following steps to connect an app: 
1. In the Cloud App Security dashboard, from the 

settings cog, select App connectors. 

2.   Click the plus sign to add an app and select an app.

3.   Follow the configuration steps to connect the app













Step 3 - Control cloud apps with policies You can use policies to help monitor trends, 

see security threats, and generate customized reports and alerts. With policies, you 

can create governance actions and set data loss prevention and filesharing controls. 

To create a policy, you must perform the following steps:

1. In the Cloud App Security dashboard, go to Control > Templates. 

2. Select a policy template from the list, and then click (+) Create policy. 

3. Customize the policy (select filters, actions, and other settings), and then click 

Create. 4. On the Policies tab, choose the policy to see the relevant matches 

(activities, files, alerts). Tip: To cover all your cloud environment security scenarios, 

create a policy for each risk category.






















